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Overview of e-Signatures under Thai laws

e-Signatures are governed by the Electronic Transactions Act of 2001 (ETA)
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Purpose of Signature

✓ Create evidence which could identity the signatory

✓ show attention towards content (Signify knowledge, approval, acceptance or Obligation)
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Section 9 of Civil and Commercial Code
“Whenever a writing is required by law, it is not necessary that it be written by the person from whom it is required, 

but it must bear his signature. A finger print, cross, seal or other such mark affixed to a document is equivalent to a 
signature if it is certified by the signature of two witnesses. The provisions of paragraph two shall not apply to a finger 
print, cross, seal or other such mark affixed to a document before the competent authorities”



“Whenever a writing is required by law”
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Purpose of Electronic Transactions Act (ETA)

• Enacted to ensure and e-Signature has the same legal effect as a traditional signature on 
paper format.

• Technology Neutrality concept
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What is e-Signature under ETA

Letter, characters, number, sound, or any symbols created 
in electronic from

Electronic 
data

Such
electronic 

data

Identify the owner of the signature and indicate 
the person's intention

e-Signature

Type of e-Signature
1. General e-Signature 
2. Trustworthy e-Signature
3. Trustworthy e-Signature with
A certificated issued by the certificate 
service provider

Elements of e-Signature
1. Verification & Authentication
2. Intent of Signatory
3. Integrity maintenance



e-Signature vs Digital Signature
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Type of e-Signature
1. General e-Signature (section 9) 

ex : typing of the name at the end of email content, scanning image of a handwritten signature and attaching with the email, stylus, 
username/password, click of an acceptance button

Legal affects : Signatory has to proof 

2. Trustworthy e-Signature

3. Trustworthy e-Signature with a certificated issued by the certificate service provider

“Digital Signature is one form of e-Signature and could be considered as a trustworthy e-Signature if it meets the reliable requirement of 
the law”

1. the signature creation data is linked to the signature’s owner
2. At the time of creation of the electronic signature, the data used for 
creation of the electronics signature is under the control of the owner of 
the signature only
3. Any modification made to the electronic signature since the time of its 
creation can be noticeable

e.g. Public Key Infrastructure, XML 
Advanced Electronic Signature 
(XAdES-A)

Legal affects : deemed to be a Trustworthy e-signature, and therefore admissible as evidence in legal proceedings



1. General e-Signature
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The burden of proof - General Signature case
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✓ Signatory has to prove the person who questions the reliability of the signature



The burden of proof - Trustworthy Signature (2,3)

11

The signature is presumed to be reliable under the law ✓ the party invoking has to 
prove



e-Signature as an evidence
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Channel to Extend Banking



Webank : No Branch No Paper No human Involved
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e-Signature for
✓ Digital contracts
✓ New account openings
✓ Consumer loan agreements
✓ Credit card applications
✓ Investment funds
✓ payment

“Almost all of them, 98 percent, were handled by robots”



AI-powered voice banking services



BOT regulations
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Biometric face recognition by BOT
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Thai financial institutions have applied to use the biometric technology 
as a KYC tool for identity verification. 
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Internet/Mobile Banking in Thailand

Source:
Bank of Thailand
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The number one most targeted industry sector – “Financial Service”
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